«Фактчекинг» 

пәнінен дәрістің қысқаша мазмұны

Д1. Фактчекинг ұғымы және оның ақпараттық қоғамдағы рөлі.
Фактчекинг (ағылш. fact-checking — «фактіні тексеру») — ақпараттың шынайылығын анықтау мақсатында оны сенімді дереккөздермен салыстыру, дәлелдерге сүйене отырып тексеру және бағалау үдерісі.
Бұл журналистикада, ғылымда, білімде, саясатта және әлеуметтік желілерде кең қолданылады.

Фактчекинг мыналарды қамтиды:

· дереккөзді тексеру (автор, ұйым, платформа);

· факт пен пікірді ажырату;

· статистика, дата, дәйексөздің дұрыстығын растау;

· фото/видеоның түпнұсқалығын тексеру;

· ақпараттың контекстін анықтау.

Д2. Факт, пікір, интерпретацияның санаға ықпалы. Жаңалық, аналитика, пропаганда ақпарат түрлерінің манипулациялануы.
Пікір – адамның жеке көзқарасы, бағасы, эмоциясы.
  Жақсы/жаман, дұрыс/қате деген бағалау бар.

Санаға ықпалы:
· Эмоция арқылы әсер етеді

· Адамның ұстанымын өзгертуі мүмкін

· Авторитетті адам айтса – ықпалы күшейеді

Мысал:
Бұл инфляция халықтың өмірін қатты қиындатты.

Интерпретация – фактіні белгілі бір мағынада түсіндіру, қорытынды жасау.

Санаға ықпалы:
· Оқиғаны «қалай қабылдау керек екенін» көрсетеді

· Оқырманның ойын бағыттайды

· Көбіне жасырын манипуляция осы жерде жүреді

Мысал:
Инфляцияның өсуі – үкіметтің тиімсіз саясатының дәлелі.

Жаңалық, аналитика, пропаганда: ақпарат түрлері және манипуляция.
Мақсаты: ақпарат беру
Сипаты: қысқа, фактке негізделген

Манипуляция тәсілдері:
· Маңызды детальді жасыру

· Тақырыпты (headline) асыра сілтеу

· Бір ғана тараптың пікірін беру

Мақсаты: түсіндіру, себеп–салдарды көрсету
Сипаты: дерек + талдау + қорытынды

Манипуляция тәсілдері:
· Тек өзіне тиімді деректерді таңдау

· Статистиканы бұрмалау

· Қорытындыны факт ретінде ұсыну

Пропаганда

Мақсаты: көзқарасты өзгерту, сендіру
Сипаты: эмоцияға, идеологияға негізделген

Манипуляция тәсілдері:
· «Біз – олар» қарсы қою

· Қорқыныш пен үмітті пайдалану

· Қайталау, ұран, символдар

3. Қорытынды (негізгі ой)

· Факт → не болды

· Пікір → оған қалай қараймыз

· Интерпретация → оны қалай түсіндіреміз

Ақпаратты саналы қабылдау үшін:

· факт пен пікірді ажырату

· дереккөзді тексеру

· эмоцияға емес, дәлелге сүйену қажет

Д3. Фейк жаңалықтар феноменіне үңілу: таралу себептері мен қауіптері.

Фейк жаңалық — әдейі немесе абайсызда таратылатын, шындыққа сәйкес келмейтін, бірақ шынайы ақпарат сияқты ұсынылатын хабар. Оның мақсаты — манипуляция жасау, пайда табу, қоғамдық пікірді бұрмалау немесе дүрбелең туғызу.

Фейк жаңалықтардың таралу себептері
1. Әлеуметтік желілердің ықпалы
· Ақпаратты тез әрі сүзгісіз тарату мүмкіндігі

· Репост, лайк, комментарий арқылы фейктің вирустық сипат алуы

2. Эмоцияға әсер ету
· Қорқыныш, ашу, сенсация, үміт сияқты сезімдерге құрылған контент

· Адам эмоциямен бөліскенде ақпаратты тексермейді
3. Медиа сауаттылықтың төмендігі
· Дереккөзді, авторды, датаны тексермеу

· Факт пен пікірді ажырата алмау

4. Саяси және идеологиялық мүдде
· Қоғамдық пікірді басқару

· Сайлау, әлеуметтік қақтығыстар кезінде қолдану

5. Қаржылық пайда
· Clickbait тақырыптар арқылы қаралым жинау

· Жарнама мен трафиктен табыс табу

Фейк жаңалықтардың қауіптері
1. Қоғамдық санаға зиян
· Шындық пен жалғанның шекарасы жойылады

· Адамдар нақты дерекке сенбейді

2. Әлеуметтік тұрақсыздық
· Дүрбелең, қорқыныш, жаппай сенімсіздік

· Қоғамда араздық пен бөлінушілік

3. Демократиялық процестерге әсер
· Сайлау нәтижесіне ықпал

· Азаматтардың саналы шешім қабылдауына кедергі

4. Жеке адамға зиян
· Жалған айыптау, беделге нұқсан

· Психологиялық қысым

5. Ғылым мен денсаулыққа қауіп
· Жалған медициналық кеңестер

· Вакцинация, аурулар туралы мифтер

Фейк жаңалықтар — тек ақпараттық емес, әлеуметтік және саяси қауіп.
Оған қарсы негізгі құралдар:

· Сыни ойлау
· Фактчекинг
· Медиа сауаттылық
· Ақпараттық жауапкершілік
 Егер қаласаң, келесі қадамда:

· нақты фейк жаңалықтың мысалын талдап,

· немесе студенттерге арналған қысқа конспект / презентация слайдтары түрінде жасап бере аламын. 

Д4. Дезинформациядағы манипуляция мен эмоцияға әсер ету әдістері.

Дезинформация – тек жалған ақпарат емес, ол адамның эмоциясына әдейі ықпал ету арқылы ойлауын басқару құралы. Манипуляцияның басты мақсаты – сыни ойлауды әлсіретіп, ақпаратты тексермей қабылдату.

1. Эмоция арқылы әсер ету әдістері

Эмоң эмоция (қорқыныш, ашу, аяушылық, үміт) күшейген сайын, логикалық ойлау төмендейді. Осыны манипуляторлар тиімді пайдаланады.

Қорқынышқа әсер ету

· «Ертең кеш болады», «Бүкіл елге қауіп төніп тұр»

· Апат, ауру, соғыс тақырыптарын асыра көрсету
 Нәтиже: адам асығыс шешім қабылдайды, тексермейді.

Ашуды қоздыру

· Бір топты немесе адамды кінәлау

· «Бәріне мыналар кінәлі!» деген риторика
Нәтиже: қарсы пікірді қабылдамау, радикал көзқарас.

Аяушылық пен жанашырлық

· Балалар, қарттар, ауру адамдар бейнесі

· «Көмектеспесең, сен де кінәлісің»
Нәтиже: эмоцияға беріліп, жалған ақпарат таратылады.

Үміт пен жалған сенім

· «Тек осы әдіс көмектеседі», «100% нәтиже»
Нәтиже: жалған шешімдерге сену (ем, инвестиция, курс).

2. Манипуляцияның негізгі тәсілдері

Clickbait (қақпан-тақырыптар)

· «Сен бұны білмейсің!», «ШОК!»

· Мазмұн тақырыпқа сай келмейді
Эмоцияны қоздырып, назарды ұстап тұру.

Факт пен пікірді араластыру

· Жеке көзқарасты факт ретінде беру

· «Ғалымдар айтты» (дереккөз жоқ)
Ақпарат сенімді сияқты көрінеді.

 Контекстен жұлып алу

· Сөздің бір бөлігін ғана беру

· Видеоның мағынасын бұрмалау
Оқиға мүлде басқа мағынада қабылданады.

 «Көпшілік солай ойлайды» әдісі

· «Барлығы айтып жатыр», «Халық қарсы»
Әлеуметтік қысым арқылы сендіру.

3. Эмоцияға әсер етудің қауіпті салдары

·  Қоғамда үрей мен сенімсіздік артады

· Жеккөрушілік пен бөлінушілік күшейеді

· Жалған ақпарат тез таралады
· Адамдар манипуляция құралына айналады
4. Қорғану жолдары (сыни ойлау)

Эмоция тудырған ақпаратқа бірден сенбе
«Кім айтты? Қайда? Қандай дәлел бар?» деп сұра
 Бірнеше дереккөзбен тексер
Эмоция басылған соң ғана шешім қабылда

Д5. Ақпарат көздерінің маңызы: бастапқы және екінші реттік дереккөздің арасындағы айырмашылық.
Ақпарат көздері — білім алудың, зерттеу жүргізудің және шынайы қорытынды жасаудың негізі. Ақпараттың қайдан алынғанын білу оның сенімділігі, объективтілігі және дәлдігі туралы түсінік береді. Осы тұрғыда дереккөздер екі негізгі түрге бөлінеді: бастапқы және екінші реттік.

Бастапқы дереккөз дегеніміз не?

Бастапқы дереккөз — оқиғаға, құбылысқа немесе зерттеліп отырған нысанға тікелей қатысы бар, алғашқы ақпарат.

Ерекшеліктері:

· Ақпарат алғаш рет беріледі

· Автор — оқиғаның куәгері, қатысушысы немесе тікелей зерттеуші

· Интерпретация аз, дерек таза күйінде
Мысалдар:

· Куәгердің сұхбаты

· Заң, ресми құжат

· Ғылыми эксперимент нәтижесі

· Күнделік, хат

· Фото, видео, аудиожазба

· Статистикалық бастапқы деректер

Екінші реттік дереккөз дегеніміз не?

Екінші реттік дереккөз — бастапқы дереккөздерге талдау, түсіндіру, баға беру арқылы жасалған ақпарат.

Ерекшеліктері:

· Ақпарат өңделген, жүйеленген
· Автор — зерттеуші, журналист, сарапшы

· Пікір мен интерпретация болуы мүмкін

Мысалдар:

· Оқулықтар

· Ғылыми мақалаларға шолу

· Жаңалықтағы аналитикалық материал

· Энциклопедиялар

· Блог, сараптамалық посттар

Бастапқы және екінші реттік дереккөздің айырмашылығы

	Салыстыру критерийі
	Бастапқы дереккөз
	Екінші реттік дереккөз

	Ақпарат сипаты
	Алғашқы, түпнұсқа
	Түсіндірілген, талданған

	Автор
	Куәгер, қатысушы
	Сарапшы, журналист

	Интерпретация
	Жоқ немесе өте аз
	Бар

	Сенімділік
	Жоғары (контекстке тәуелді)
	Авторға тәуелді

	Қолданылуы
	Зерттеудің негізі
	Қорытынды, түсіну үшін


Неліктен бұл айырмашылық маңызды?

· Фактчекингте жалған ақпаратты анықтауға көмектеседі

· Манипуляцияны байқауға мүмкіндік береді

· Ақпаратты сыни тұрғыда бағалауға үйретеді

· Ғылыми және академиялық жұмыстарда дәлелділік артады

6Д. Басылым тарихы мен авторды анықтауда дереккөзді тексеру принциптері.
Ақпараттың шынайылығын бағалауда басылым тарихын және авторды тексеру – фактчекингтің негізгі кезеңдерінің бірі. Бұл жалған, манипуляциялық немесе сенімсіз ақпаратты ерте анықтауға көмектеседі.

1. Басылым тарихын тексеру принциптері

1) Алғашқы жарияланған уақыт пен нұсқалар
· Материалдың алғаш қай күні шыққанын анықтаңыз.

· Кейінгі өзгерістер/редакциялар бар ма – соны тексеріңіз (тақырып, дерек, дата өзгеруі мүмкін).

2) Басылымның репутациясы
· Бұрынғы материалдары дәлдігімен танылған ба?

· Фейк немесе манипуляциямен байланысы болған-болмағанын қараңыз.

3) Контекст және өзектілік
· Материал ескі дерекке сүйеніп, бүгінгі оқиға ретінде беріліп тұр ма?

· Оқиға орны, уақыты, жағдайы қазіргі контекске сай келе ме?

4) Дереккөздерге сілтеме
· Ресми құжаттар, статистика, сарапшыларға нақты сілтеме бар ма?

· Сілтемелер ашыла ма, мазмұны мәтіндегі тұжырымды растай ма?

Неге бұл дұрыс?
Өйткені ақпараттың қай кезде және қалай жарияланғанын білу — оның өзектілігі мен дәлдігін бағалаудың тікелей жолы.

2. Авторды анықтау принциптері

1) Автордың аты-жөні
· Нақты тұлға ма, әлде бүркеншік ат/беймәлім аккаунт па?

· Бір автордың әртүрлі платформалардағы жазбалары бірізді ме?

2) Кәсіби біліктілік
· Автордың мамандығы, тәжірибесі, бұрынғы жарияланымдары бар ма?

· Тақырыпқа қатысы жоқ адам сарапшы ретінде сөйлеп тұр ма?

3) Мүдде қақтығысы
· Автор белгілі бір саяси, коммерциялық немесе идеологиялық мүддені көздей ме?

· Материалда жарнама, үгіт, біржақты баға басым емес пе?

4) Байланыс және ашықтық
· Автор немесе редакциямен байланыс деректері көрсетілген бе?

· «About us», «Редакция» беттері бар ма?

Неге бұл дұрыс?
Автордың кім екені мен мүддесін білу — мәтіндегі бейтараптық пен сенімділікті бағалауға мүмкіндік береді.

3. Қосымша тексеру әдістері

· Кері іздеу (мәтін, сурет, видео) – бұрын қайда жарияланғанын табу.

· Салыстырмалы тексеру – сол тақырыптағы басқа сенімді БАҚ не дейді?

· Факт пен пікірді ажырату – дерек нақты ма, әлде субъективті баға ма?

Басылым тарихы мен авторды тексеру:

· фейк пен манипуляцияны ерте анықтауға;

· ақпараттың сенімділігін жүйелі бағалауға;

· саналы әрі жауапты ақпарат тұтынушы болуға көмектеседі.

Д.7. Интернеттегі цифрлық фактчекинг, онлайн құралдармен жұмыс.

Цифрлық фактчекинг – интернеттегі ақпараттың (мәтін, фото, видео, статистика) шынайылығын онлайн құралдар арқылы тексеру процесі. Бұл дағды әлеуметтік желілер, жаңалық сайттары және мессенджерлердегі фейктерді анықтауда аса маңызды.

Цифрлық фактчекингтің негізгі бағыттары

· Мәтіндік ақпаратты тексеру – дереккөз, автор, дата, контекст.

· Фото мен видеоны тексеру – түпнұсқасын, алғаш жарияланған уақытын анықтау.

· Сандық деректер мен статистиканы тексеру – ресми мәліметтермен салыстыру.

· Аккаунт пен сайт сенімділігін бағалау – домен, тарих, бедел.

Негізгі онлайн құралдар және оларды қолдану

1. Google Reverse Image Search
Не үшін?
Фотоның қайдан алынғанын, бұрын жарияланған-жарияланбағанын анықтау.
 Қалай?
Суретті жүктеу → ұқсас нәтижелерді қарау → бастапқы дереккөзді табу.
 2. TinEye
Не үшін?
Суреттің алғаш шыққан нұсқасын, өңделген-өңделмегенін тексеру.
Артықшылығы:
Суретті дата бойынша сұрыптайды.
 3. Фактчекинг платформалары
Мысал: халықаралық және аймақтық фактчекинг сайттары
Не үшін?
Кең таралған мәлімдемелер мен жаңалықтардың тексерілген қорытындысын көру.
4. Ашық дереккөздер (Open Data)
Не үшін?
Статистика мен ресми мәліметтердің дұрыстығын салыстыру.
Мысал: мемлекеттік статистика, халықаралық ұйымдар деректері.
5. Сайт пен аккаунтты тексеру
· Домен атауы (жаңа/ескі)

· «About», «Contacts» бөлімдері

· Автордың бар-жоғы

· Басқа сенімді сайттардағы сілтемелер
Онлайн фактчекингтің алгоритмі

1. Ақпаратқа күмәнмен қарау
2. Дереккөзді анықтау

3. Фото/видеоны кері іздеу

4. Мәліметті бірнеше сенімді дерекпен салыстыру

5. Қорытынды жасау

Неліктен бұл маңызды?

Фейк жаңалықтардың таралуын азайтады
 Манипуляция мен пропаганданы тануға көмектеседі
Сыни ойлау дағдысын дамытады
Ақпараттық қауіпсіздікті арттырады.


Интернеттегі цифрлық фактчекинг – тек құралдарды білу емес, жүйелі ойлау мен жауапты ақпарат тұтынудың негізі. Онлайн құралдар дұрыс қолданылғанда, кез келген күмәнді ақпаратты тексеруге болады.

Д8. Фотофейк пен видеомонтажды тексеру тәртібі.

Фотофейк пен видеомонтаж — ақпаратты әдейі бұрмалау арқылы аудиторияны адастырудың кең тараған тәсілдері. Оларды анықтау үшін жүйелі тексеру алгоритмін қолдану қажет.

1. Фотофейкті тексеру тәртібі
1 Кері іздеу (Reverse Image Search)
· Google Images, Yandex Images, TinEye арқылы суретті жүктеу
· Суреттің алғаш қайда және қашан шыққанын анықтау
Неге маңызды?
Егер сурет бұрын басқа контексте қолданылған болса — бұл манипуляция белгісі.

2 Метадеректерді (EXIF) тексеру
· Камера түрі, түсірілген күні, өңделген-өңделмегені

· Photoshop, редактор атауларының болуы
Неге маңызды?
Метадеректердің жоқтығы немесе өзгертілуі — фейк ықтималдығын арттырады.
3 Визуалды сәйкессіздіктерді талдау
· Көлеңкенің қисынсыз түсуі

· Жарық бағытының әртүрлілігі

· Дененің пропорциясы, фонмен үйлеспеуі
Неге маңызды?
Монтаж кезінде ұсақ детальдар жиі ескерілмей қалады.

4 Контекстті тексеру
· Фото қай оқиғаға байланысты жарияланған?

· Ресми дереккөздерде бар ма?
Неге маңызды?
Нақты контекстсіз фото — манипуляция құралы.

2. Видеомонтажды тексеру тәртібі
1 Видеоны кадрлап тексеру
· Кадрдан кадрға өту кезінде секірулер

· Дыбыс пен ерін қимылының сәйкес келмеуі
Неге маңызды?
Монтаж немесе deepfake кезінде синхрон жиі бұзылады.

2 Видеоның түпнұсқасын іздеу
· YouTube, TikTok, Facebook-та толық нұсқасын іздеу

· Видео қысқартылған ба, қиылған ба — соны анықтау
Неге маңызды?
Қысқартылған видео мағынаны әдейі бұрмалай алады.

3 Дыбыс пен бейненің сәйкестігі
· Интонация табиғи ма?

· Фондық дыбыс үзілмей ме?
Неге маңызды?
Жасанды дауыс немесе дыбыс жапсырмасы фейктің белгісі.

4 Deepfake белгілерін анықтау
· Бет мимикасының табиғи болмауы

· Көз жыпылықтаудың сиректігі

· Бет шекарасының бұлдырлығы
Неге маңызды?
AI арқылы жасалған видеоларда адам физиологиясы толық дәл берілмейді.

Фото мен видеоны тексеру — визуалды сауаттылықтың негізгі бөлігі.
Бір ғана белгі жеткіліксіз, кемінде 2–3 әдісті қатар қолдану қажет.
Д.9. Әлеуметтік желідегі фейктер, отандық танымал посттарың тәжірибесін талдау.
1. Әлеуметтік желідегі фейк деген не?
Әлеуметтік желідегі фейк — әдейі немесе қасақана бұрмаланған, жалған, толық емес не манипуляциялық ақпарат. Мұндай контент көбіне эмоцияға әсер ету, қаралым жинау, бедел түсіру немесе белгілі бір пікір қалыптастыру мақсатында таратылады.

2. Фейктердің әлеуметтік желілерде тез таралу себептері
· Жылдамдық – ақпарат тексерілмей бірден таралады

· Алгоритмдер – эмоциялық, даулы контентті алға шығарады

· Сенім факторы – танымал блогерлер мен пабликтерге соқыр сенім

· Визуал әсері – фото/видео мәтіннен гөрі тез сендіреді

3. Отандық әлеуметтік желілердегі кең тараған фейк түрлері
Қазақстандық сегментте жиі кездесетін фейктер:

1. Жалған әлеуметтік төлемдер туралы посттар
(«Үкімет барлық азаматтарға ақша таратады» деген сияқты)

2. Денсаулыққа қатысты фейктер
(емделмейтін ауруды “халықтық әдіспен” жазу)

3. Апаттар мен төтенше жағдайлар
(ескі видеоны “қазір болып жатыр” деп тарату)

4. Жұлдыздар мен блогерлер атынан жасалған фейк мәлімдемелер
4. Танымал отандық посттарды талдау үлгісі
Мысал:
Instagram немесе TikTok желісінде тараған вирус пост

Талдау критерийлері:
	Критерий
	Сұрақ

	Автор
	Постты кім жариялады? Ресми ме?

	Дереккөз
	Нақты ақпарат көзі көрсетілген бе?

	Уақыт
	Ақпарат қашан шыққан?

	Дәлел
	Фото/видео шынайы ма?

	Эмоция
	Қорқыныш, ашу, сенсация бар ма?


5. Фейк посттардың санаға әсері
· Қорқыныш пен дүрбелең туғызады

· Қоғамдық пікірді бұрмалайды

· Адамдардың шешім қабылдауына әсер етеді

· Сенім дағдарысын қалыптастырады

6. Студенттерге арналған практикалық тапсырма
1. Әлеуметтік желіден танымал бір постты таңдаңыз

2. Жоғарыдағы критерийлермен талдау жасаңыз
3. Фейк белгілерін анықтаңыз

4. Қорытынды жазыңыз: фейк / манипуляция / сенімді ақпарат
Әлеуметтік желі — ақпарат көзі ғана емес, манипуляция алаңы. Сондықтан әр қолданушы:

· ақпаратты тексеруі,

· эмоциямен емес, фактімен ойлауы,

· фейкті таратпауға жауапты болуы қажет.

Д.10. TikTok, Instagram желілердегі ақпараттың шынайылығы мен бұрмалануына көз жеткізу механизмдері.
Қазіргі таңда TikTok пен Instagram – ақпарат ең жылдам таралатын алаңдар. Сондықтан бұл платформаларда жарияланған контенттің шынайы ма, әлде бұрмаланған ба екенін тексеру өте маңызды.

1. Дереккөзді тексеру

Неге маңызды? Ақпараттың сенімділігі ең алдымен оны кім таратқанына байланысты.
Қалай тексереміз:
· Аккаунттың ашылған уақыты, жазылушылар саны, белсенділігі

· Автордың мамандығы, аты-жөні, бұрынғы жарияланымдары

· Ресми дереккөзге (мемлекеттік орган, беделді БАҚ) сілтеме бар ма?

Ескерту: Көп жазылушысы бар аккаунт әрдайым сенімді деген сөз емес.

2. Контент форматын талдау

Форма → ықпал
· Қысқа, эмоцияға толы видео

· Айқайлы тақырып (clickbait)

· «Тек шындық», «бәрі жасырып отыр» сияқты сөздер

Мұндай форматтар көбіне манипуляция үшін қолданылады.

3. Фото мен видеоны тексеру

Негізгі әдістер:
· Фотоны кері іздеу (бұрын интернетте болған-болмағанын көру)

· Видеоның монтаж белгілерін байқау (секірмелі кадр, дыбыс пен бейненің сәйкес келмеуі)

· Контекст: бұл фото/видео қашан және қайда түсірілген?

4. Басқа дереккөздермен салыстыру

Алтын ереже:
Егер ақпарат рас болса, ол бір ғана TikTok немесе Instagram видеосында ғана болмайды.

· Сол жаңалықты басқа БАҚ-тан іздеу

· Бірнеше тәуелсіз дереккөзде бар-жоғын тексеру

5. Эмоцияға әсерін аңғару

Өзіңе сұрақ қой:

· Бұл ақпарат мені қорқытып, ашуландырып тұр ма?

· «Шұғыл бөліс», «бәрі білсін» деп асықтыра ма?

Күшті эмоция = сыни ойлаудың әлсіреуі.

6. Мақсатын анықтау

Әр контенттің артында мақсат бар:

· Көру санын көбейту

· Жазылушы жинау

· Жарнама немесе саяси ықпал

· Қоғамды адастыру

7. Платформалардың ішкі ескертулері

· «Жалған ақпарат болуы мүмкін» деген белгі

· Комментарийдегі фактчекинг ескертулері
· Контенттің өшірілуі немесе шектелуі

TikTok пен Instagram-тағы ақпаратты тұтынуда сыни ойлау – басты қорғаныс.
Шынайылықты тексеру механизмдері:

1. Дереккөз

2. Формат

3. Визуал

4. Салыстыру

5. Эмоция

6. Мақсат

Ойлан → тексер → содан кейін ғана сен немесе бөліс.
Д.11. Тақырып пен мәтін сәйкестігі – шешуші фактор.
Тақырып пен мәтіннің сәйкестігі — ақпараттың шынайылығы мен сенімділігін анықтайтын негізгі өлшемдердің бірі. Егер тақырып мазмұнды дәл ашпаса, бұл манипуляция, clickbait немесе дезинформация белгісі болуы мүмкін.

1. Неліктен бұл фактор маңызды?

· Алғашқы әсер: Оқырман ең алдымен тақырыпты көреді.

· Күту қалыптастырады: Тақырып мәтіннің мазмұнына уәде береді.

· Сенімге әсер етеді: Сәйкессіздік болса — медиаға сенім төмендейді.

2. Сәйкессіздіктің кең тараған түрлері

· Clickbait
Тақырып эмоцияға құрылған, бірақ мәтінде нақты дәлел жоқ.
Мысал: «Бұл жаңалық бәрін таңғалдырды!» — ал мәтінде елеулі жаңалық жоқ.

· Мағынаны бұрмалау
Тақырып бір қорытындыға итермелейді, ал мәтін оны растамайды.

· Контекстен үзіп алу
Мәтіндегі бір сөйлем тақырыпқа айналып, жалпы ой бұрмаланады.

3. Қалай тексеруге болады? (Фактчекинг қадамдары)

1. Тақырыпты бөлек оқы — қандай уәде беріп тұр?

2. Мәтінді толық оқы — сол уәде орындала ма?

3. Негізгі фактіні тап — нақты дерек бар ма?

4. Тақырып пен мәтінді салыстыр — мағынасы сәйкес пе?

5. Эмоцияны ажырат — қорқыту, асыра сілтеу бар ма?

4. Сәйкестіктің белгісі қандай?

· Тақырып нақты және бейтарап
· Мәтін тақырыптағы ойды дәлелмен ашады

· Оқырман өзін алдағандай сезінбейді
5. Қорытынды

Тақырып пен мәтіннің сәйкестігі -
адал журналистиканың,
медиа сауаттылықтың,
сапалы ақпараттың басты көрсеткіші.

Егер тақырып айқайлап тұрса - ал мәтін үндемесе, бұл ақпаратқа күмәнмен қарау керек.
Д.12. Мәтіндегі, визуальды өнімдегі жауапкершілік пен этика нормалары.

Бұл тақырып ақпаратты (мәтін, фото, видео, инфографика) жасауда және таратқанда адамгершілік, кәсіби және қоғамдық жауапкершілікті сақтаудың маңызын түсіндіреді.

1. Мәтіндегі жауапкершілік пен этика нормалары

Негізгі талаптар:

· Шындық пен дәлдік – фактілерді бұрмаламау, тексерілмеген ақпарат таратпау.

· Дереккөзге адалдық – авторды, дереккөзді көрсету, плагиатқа жол бермеу.

· Манипуляциядан бас тарту – эмоцияға қысым жасау, қорқыту, арандату тілін қолданбау.

· Теңгерім мен бейтараптық – біржақты пікір тықпаламай, бірнеше көзқарасты көрсету.

· Зиян келтірмеу қағидасы – жала жабу, кемсіту, стереотип қалыптастырудан аулақ болу.

Мысал:

«Бұл адам – қылмыскер» (дәлелсіз тұжырым)
«Бұл адамға қатысты тергеу жүріп жатыр» (фактке негізделген)

2. Визуальды өнімдегі (фото, видео, дизайн) этика

Маңызды нормалар:

· Контексті бұрмаламау – фото/видеоны басқа оқиғаға телімеу.

· Монтаж шекарасы – мазмұнды өзгертіп жіберетін монтажға бармау.

· Рұқсат пен жеке өмір – адамның келісімінсіз жеке сәттерін жарияламау.

· Манипуляциялық визуалдан бас тарту – жалған әсер тудыратын кадр, графика қолданбау.

· Балалар мен осал топтарды қорғау – олардың бейнесін этикаға сай пайдалану.

Мысал:

Фотоны қиып, мағынасын өзгерту
Фотоны толық контекстпен, түсіндірмемен беру

3. Жауапкершіліктің деңгейлері

· Жеке жауапкершілік – автордың ар-ұяты, кәсіби этикасы

· Қоғамдық жауапкершілік – ақпараттың қоғамға ықпалы

· Құқықтық жауапкершілік – заң бұзылған жағдайда салдары

4. Неліктен бұл маңызды?

· Қоғамда сенім қалыптастырады
· Фейк ақпараттың таралуын азайтады

· Медиа мен автордың беделін қорғайды
· Адам құқықтары мен этикалық нормаларды сақтайды
Мәтін де, визуальды өнім де — ықпал ету құралы. Сондықтан автор әрдайым
«Бұл ақпарат кімге және қалай әсер етеді?» деген сұрақты өзіне қоюы керек.

Д13. Саяси фактчекинг пен оның қоғамдық пікірге әсері.: сайлау, уәде, мәлімдеме.
1. Саяси фактчекинг деген не?
Саяси фактчекинг — саясаткерлердің сайлау алдындағы уәделерін, ресми мәлімдемелерін, кампания барысында айтылған деректерін тәуелсіз дереккөздер арқылы тексеру процесі. Негізгі мақсат — қоғамға дәлелденген, шынайы ақпарат ұсыну.

2. Сайлау кезіндегі фактчекингтің рөлі
Сайлау — манипуляция ең көп кездесетін кезең. Фактчекинг бұл жерде:

· Жалған статистиканы әшкерелейді;

· Популистік уәделердің орындалу мүмкіндігін талдайды;

· Эмоцияға құрылған қорқыту немесе үміт тудыру тактикаларын анықтайды.

Нәтиже: сайлаушы дауысын эмоциямен емес, ақпаратқа сүйеніп береді.

3. Саяси уәделерді тексеру
Уәделер көбіне:

· нақты мерзімсіз;

· қаржылық негізсіз;

· заңдық шектеулерді елемей беріледі.

Фактчекинг уәдені:

· бұрынғы уәделермен салыстырады;

· бюджет пен заңға сәйкестігін тексереді;

· орындалған/орындалмағанын көрсетеді.

Бұл саясаткердің жауапкершілік деңгейін арттырады.

4. Мәлімдемелерді тексеру
Саяси мәлімдемелерде жиі кездесетін тәсілдер:

· контекстен жұлып алынған дерек;

· жартылай шындық;

· «біз бірінші», «бұрын-соңды болмаған» сияқты дәлелсіз тұжырымдар.

Фактчекинг:

· бастапқы дереккөзді табады;

· толық контексті қалпына келтіреді;

· факт пен пікірді ажыратады.

5. Қоғамдық пікірге әсері
Саяси фактчекингтің қоғамдық маңызы:

· Сыни ойлау мәдениетін қалыптастырады;

·  Жалған ақпараттың таралуын азайтады;

· Билікке деген сенімді нақты әрекетке байланыстырады;

·  Демократиялық таңдауды күшейтеді.

Саяси фактчекинг — тек ақпаратты тексеру емес,
бұл — қоғамдық сананы қорғау құралы.
Сайлау, уәде, мәлімдеме шынайы тексерілгенде ғана қоғам саналы шешім қабылдай алады.

Д.14. Ғылыми және медициналық фейктер. Псевдоғылым және жалған кейестер.

1. Ғылыми және медициналық фейк деген не?
Ғылыми және медициналық фейктер — ғылымға немесе медицинаға қатысты дәлелденбеген, бұрмаланған не әдейі жалған ақпарат. Олар көбіне сенім тудыратын тілмен, «ғалымдар дәлелдеді», «дәрігерлер жасырып отыр» сияқты тұжырымдармен беріледі.

 Неге қауіпті?
· Денсаулыққа зиян келтіреді

· Қате емге итермелейді

· Ғылым мен медицинаға деген сенімді төмендетеді

2. Псевдоғылым ұғымы
Псевдоғылым — өзін ғылым ретінде көрсететін, бірақ ғылыми әдіске, дәлелге және тексерілуге сай келмейтін көзқарастар мен теориялар.

Негізгі белгілері:
· Эксперимент пен дерек жоқ

· «Ғылыми тілге» ұқсас, бірақ бос ұғымдар

· Сын мен тексеруге жабық

· Бір адамның немесе топтың «жеке тәжірибесіне» сүйену

Мысалдар:
· Барлық ауруды «энергиямен емдеу»

· «Су жады» теориясы

· Астрологияны медицинамен байланыстыру

3. Жалған медициналық кейстер
Жалған кейс — нақты адам, оқиға немесе «емделу тарихы» ретінде ұсынылатын, бірақ дәлелсіз немесе ойдан шығарылған оқиға.

Кең тараған формалар:
· «Мен осы шөпті ішіп, қатерлі ісіктен айықтым»

· «Дәрігерлер көмектесе алмады, ал бұл әдіс құтқарды»

· «Фармацевтикалық компаниялар шын емді жасырады»

Мұндай кейстер эмоцияға әсер етіп, адамдарды ғылыми емес шешім қабылдауға итермелейді.

4. Ғылыми/медициналық фейктердің таралу себептері
· Медициналық білімнің жетіспеуі

· Аурудан қорқу, үмітсіздік

· Әлеуметтік желілердегі хайп

· Сенсация мен қаралым қуалау

5. Қалай ажыратуға болады? (Фактчекинг тәсілдері)
Дереккөзді тексеру (ресми ме, маман ба?)
Ғылыми зерттеуге, клиникалық дәлелге сүйене ме?
Бірнеше тәуелсіз дереккөзде бар ма?
«Ғажайып нәтиже», «100% кепіл» сияқты уәделер бар ма?
Эмоцияға қатты қысым жасай ма?

6. Қорытынды
Ғылыми және медициналық фейктер — қоғамдық денсаулыққа тікелей қауіп.
Псевдоғылым мен жалған кейстерді тану — медиа сауаттылық пен сыни ойлаудың маңызды бөлігі.
Ақпаратты тексеру — тек журналистің емес, әр азаматтың жауапкершілігі. 

Д.15. Фактчекингтің болашағы, ақпараттық сауаттылық, әлеуметті ағарту жұмыстары. AI (Artificial Intelligence, жасанды интеллект) және қазіргі техногенді мүмкіндіктер.
1. Фактчекингтің болашағы

Фактчекинг — тек жалған ақпаратты әшкерелеу емес, қоғамдық сенімді қорғау тетігі. Болашақта оның рөлі бірнеше бағытта күшейеді:

 Негізгі үрдістер

· Жылдамдық пен масштаб: ақпарат көлемі артқан сайын тексеру де автоматтандырылады.

· Платформаішілік фактчекинг: әлеуметтік желілердің өзінде белгілеу, ескерту, контекст қосу.

· Алдын алу моделі: фейк тарамай тұрып тәуекелді контентті анықтау.

· Кросс-платформалық тексеру: бір ақпараттың TikTok, Instagram, Telegram, YouTube-тағы нұсқаларын салыстыру.

Фактчекердің жаңа рөлі

· Қарапайым «тексеруші» емес, аналитик, медиасарапшы, цифрлық зерттеуші.

2. Ақпараттық сауаттылық (Media & Information Literacy)

Ақпараттық сауаттылық — фактчекингтің іргетасы.

Ақпараттық сауатты адам:

· дереккөзді тексереді (автор, дата, платформа);

· факт пен пікірді ажыратады;

· эмоцияға құрылған манипуляцияны таниды;

· визуалды контентке (фото, видео) сыни қарайды;

· ақпаратты таратудың этикалық жауапкершілігін түсінеді.

Болашақтағы фокус

· Мектеп пен ЖОО бағдарламасына жүйелі енгізу

· Жасөспірімдерге арналған цифрлық гигиена

· AI-generated контентті тану дағдысы

3. Әлеуметтік ағарту жұмыстары

Фактчекинг тек мамандардың ісі емес, қоғамдық мәдениет.

Негізгі бағыттар

· ашық лекциялар, воркшоптар;

· онлайн курстар, TikTok/Instagram форматындағы қысқа түсіндірмелер;

· журналистер мен блогерлерге арналған тренингтер;

· мемлекеттік және ҮЕҰ-мен бірлескен жобалар.

Нәтиже

· жалған ақпаратқа иммунитет;

· эмоциямен емес, дәлелмен ойлау;

· саналы ақпарат тұтынушы.

4. AI (Artificial Intelligence) және фактчекинг
Жасанды интеллект фактчекингті түбегейлі өзгертті.

AI мүмкіндіктері

· мәтіндегі фейк паттерндерін анықтау;

· deepfake фото/видеоны тану;

· деректерді тез салыстыру;

· статистика мен датадағы аномалияны табу;

· автоматты транскрипция және аударма.

Тәуекелдер

· AI-мен жасалған өте шынайы фейктер;

· «галлюцинация» (AI ойдан дерек құрастыруы);

· алгоритмдік бейтарапсыздық (bias).

 Сондықтан AI – құрал, соңғы шешімді адам қабылдайды.

5. Қазіргі техногенді мүмкіндіктер

Қолданылатын технологиялар

· кері іздеу (reverse image search);

· OSINT құралдары;

· метадерек (EXIF) талдау;

· big data және алгоритмдер;

· автоматтандырылған мониторинг жүйелері.

Фактчекингтің болашағы:

· AI + адам сыни ойлауы
· ақпараттық сауатты қоғам
· әлеуметтік ағарту мен этикаға негізделген медиа мәдениет
Технология дамыған сайын, адамның жауапкершілігі де артады.

Конец формы

Конец формы

Конец формы

